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**1. Термины и определения**

1.1. **Персональные данные** – любая информация, прямо или косвенно относящаяся к физическому лицу (субъекту персональных данных) и позволяющая его определить.

1.2. **Оператор персональных данных (Оператор)** – юридическое **или физическое лицо,** самостоятельно или совместно с другими лицами организующие и (или) осуществляющие обработку персональных данных, а также определяющие цели обработки, состав данных и действия (операции) с ними.

1.3. **Обработка персональных данных** - любое действие (операция) или совокупность действий (операций), совершаемых с использованием средств автоматизации или без использования таких средств с персональными данными, включая сбор, запись, систематизацию, накопление, хранение, уточнение (обновление, изменение), извлечение, использование, передачу (распространение, предоставление, доступ), обезличивание, блокирование, удаление, уничтожение персональных данных.

1.4. **Автоматизированная обработка персональных данных** - обработка персональных данных с помощью средств вычислительной техники.

1.5. **Распространение персональных данных** - действия, направленные на раскрытие персональных данных неопределенному кругу лиц.

1.6. **Предоставление персональных данных** - действия, направленные на раскрытие персональных данных определенному лицу или определенному кругу лиц.

1.7. **Блокирование персональных данных** - временное прекращение обработки персональных данных (за исключением случаев, если обработка необходима для уточнения персональных данных).

1.8. **Уничтожение персональных данных** - действия, в результате которых становится невозможным восстановить содержание персональных данных в информационной системе персональных данных и (или) в результате которых уничтожаются материальные носители персональных данных.

1.9. **Обезличивание персональных данных** - действия, в результате которых становится невозможным без использования дополнительной информации определить принадлежность персональных данных конкретному субъекту персональных данных.

1.10. **Информационная система персональных данных** - совокупность содержащихся в базах данных персональных данных и обеспечивающих их обработку информационных технологий и технических средств.

1.11. **Трансграничная передача персональных данных** - передача персональных данных на территорию иностранного государства органу власти иностранного государства, иностранному физическому лицу или иностранному юридическому лицу.

**2. Общие положения**

2.1. Положение об обработке и защите персональных данных (далее - Положение) издано и применяется Индивидуальным предпринимателем Трофимовым Ярославом Алексеевичем ИНН 021202992345 (далее – Оператор) в соответствии с [п. 2 ч. 1 ст. 18.1](https://login.consultant.ru/link/?req=doc&base=LAW&n=482686&date=08.04.2025&dst=100360&field=134) Федерального закона от 27.07.2006 № 152-ФЗ "О персональных данных".

Настоящее Положение определяет политику, порядок и условия Оператора в отношении обработки и защиты персональных данных, устанавливает процедуры, направленные на предотвращение и выявление нарушений законодательства Российской Федерации, устранение последствий таких нарушений, связанных с обработкой и защитой персональных данных.

Все вопросы, связанные с обработкой и защитой персональных данных, не урегулированные настоящим Положением, разрешаются в соответствии с действующим законодательством Российской Федерации в области персональных данных.

2.2. Целью обработки персональных данных является:

- Аутентификация Пользователя для заключения договорных отношений по предоставлению услуг Пользователю. Категории и перечень обрабатываемых персональных данных Пользователя включают: фамилия, имя, отчество, номер телефона, адрес электронной почты, ИНН, расчетный и корреспондентский счета банка, наименование банка, БИК банка.

- Предоставления Пользователю доступа к персонализированным ресурсам Сайта.

- Установления с Пользователем обратной связи, включая направление уведомлений, запросов, сообщений (в том числе рекламного и информационного характера), ответов, документов, касающихся использования Сайта, договора оказания услуг, обработку запросов и заявок от Пользователя.

- Определения места нахождения Пользователя для обеспечения безопасности, предотвращения мошенничества.

- Создания учетной записи, если Пользователь дал согласие на ее создание и, если это предусмотрено правилами пользования.

- Уведомления Пользователя Сайта о возможно проводимых мероприятиях, изменениях в правилах пользования, другой значимой информации.

- Предоставления Пользователю эффективной клиентской и технической поддержки при возникновении проблем, связанных с использованием Сайта.

- Осуществления рекламной деятельности с согласия Пользователя.

- Идентификации при оплате предоставляемых услуг со стороны Оператора.

2.3. Действие настоящего Положения не распространяется на отношения, возникающие при:

1) организации хранения, комплектования, учета и использования содержащих персональные данные документов Архивного фонда Российской Федерации и других архивных фондов в соответствии с законодательством об архивном деле в Российской Федерации;

2) обработке персональных данных, отнесенных в установленном порядке к сведениям, составляющим государственную тайну.

2.4. Обработка персональных данных осуществляется с соблюдением принципов и правил, предусмотренных Федеральным [законом](https://login.consultant.ru/link/?req=doc&base=LAW&n=482686&date=08.04.2025) от 27.07.2006 № 152-ФЗ "О персональных данных" и настоящим Положением.

Обработка персональных данных организована Оператором на принципах:

- Обработка персональных данных должна осуществляться на законной и справедливой основе.

- Обработка персональных данных должна ограничиваться достижением конкретных, заранее определенных и законных целей. Не допускается обработка персональных данных, несовместимая с целями сбора персональных данных.

- Не допускается объединение баз данных, содержащих персональные данные, обработка которых осуществляется в целях, несовместимых между собой.

- Обработке подлежат только персональные данные, которые отвечают целям их обработки.

- Содержание и объем обрабатываемых персональных данных должны соответствовать заявленным целям обработки. Обрабатываемые персональные данные не должны быть избыточными по отношению к заявленным целям их обработки.

- При обработке персональных данных должны быть обеспечены точность персональных данных, их достаточность, а в необходимых случаях и актуальность по отношению к целям обработки персональных данных. Оператор должен принимать необходимые меры либо обеспечивать их принятие по удалению или уточнению неполных или неточных данных.

- Хранение персональных данных должно осуществляться в форме, позволяющей определить субъекта персональных данных, не дольше, чем этого требуют цели обработки персональных данных, если срок хранения персональных данных не установлен федеральным законом, договором, стороной которого, выгодоприобретателем или поручителем, по которому является субъект персональных данных. Обрабатываемые персональные данные подлежат уничтожению либо обезличиванию по достижении целей обработки или в случае утраты необходимости в достижении этих целей, если иное не предусмотрено федеральным законом.

2.5. Способы обработки персональных данных:

- автоматизированная обработка персональных данных - обработка персональных данных с помощью средств вычислительной техники;

- неавтоматизированная обработка персональных данных - обработка персональных данных, осуществляемая при непосредственном участии человека;

- смешанная обработка персональных данных.

2.6. В соответствии с поставленными целями и задачами Оператор самостоятельно отвечает за организацию обработки и защиты персональных данных, либо назначает ответственного по направлению.

2.6.1. Ответственный по направлению получает указания непосредственно от Оператора.

2.6.2. Ответственный по направлению вправе оформлять и подписывать уведомление, предусмотренное [ч. 1](https://login.consultant.ru/link/?req=doc&base=LAW&n=482686&date=08.04.2025&dst=100162&field=134) и [3 ст. 22](https://login.consultant.ru/link/?req=doc&base=LAW&n=482686&date=08.04.2025&dst=100409&field=134) Федерального закона от 27.07.2006 № 152-ФЗ "О персональных данных".

2.7. Настоящее Положение и изменения к нему утверждаются приказом Оператора.

2.8. Ответственный по направлению, должен быть ознакомлен с положениями законодательства Российской Федерации о персональных данных, в том числе с требованиями к защите персональных данных, документами, определяющими политику Оператора в отношении обработки персональных данных, локальными актами по вопросам обработки персональных данных, с данным Положением и изменениями к нему.

2.9. При обработке персональных данных Оператор и/или ответственный по направлению применяют правовые, организационные и технические меры по обеспечению безопасности персональных данных в соответствии со [ст. 19](https://login.consultant.ru/link/?req=doc&base=LAW&n=482686&date=08.04.2025&dst=100368&field=134) Федерального закона от 27.07.2006 № 152-ФЗ "О персональных данных".

2.10. Режим конфиденциальности персональных данных Оператор обеспечивает в соответствии с Политикой конфиденциальности/ Положением Оператора о конфиденциальности.

2.11. Контроль за соблюдением сотрудниками Оператора требований законодательства Российской Федерации и положений локальных актов Оператора заключается в проверке выполнения требований нормативных документов по защите информации, а также в оценке обоснованности и эффективности принятых мер.

2.12. Оценка вреда, в соответствии с требованиями, установленными уполномоченным органом по защите прав субъектов персональных данных, который может быть причинен субъектам персональных данных в случае нарушения Оператором требований Федерального [закона](https://login.consultant.ru/link/?req=doc&base=LAW&n=482686&date=08.04.2025) от 27.07.2006 № 152-ФЗ "О персональных данных", определяется в соответствии со [ст. ст. 15](https://login.consultant.ru/link/?req=doc&base=LAW&n=482692&date=08.04.2025&dst=100091&field=134), [151](https://login.consultant.ru/link/?req=doc&base=LAW&n=482692&date=08.04.2025&dst=100875&field=134), [152](https://login.consultant.ru/link/?req=doc&base=LAW&n=482692&date=08.04.2025&dst=690&field=134), [1101](https://login.consultant.ru/link/?req=doc&base=LAW&n=493202&date=08.04.2025&dst=102766&field=134) Гражданского кодекса Российской Федерации. Соотношение указанного вреда и принимаемых Оператором мер, направленных на предупреждение, недопущение и/или устранение его последствий, установлено в [Положении](https://login.consultant.ru/link/?req=doc&base=PAP&n=17027&date=08.04.2025) о недопущении Оператором вреда при обработке персональных данных.

2.13. Опубликование или обеспечение иным образом неограниченного доступа к настоящему Положению, иным документам, определяющим политику Оператора в отношении обработки персональных данных, к сведениям о реализуемых требованиях к защите персональных данных Оператор проводит в соответствии с [Положением](https://login.consultant.ru/link/?req=doc&base=PAP&n=60952&date=08.04.2025) Оператора о раскрытии информации.

2.14. Оператор, осуществляющий сбор персональных данных с использованием информационно-телекоммуникационных сетей, обязан опубликовать в соответствующей информационно-телекоммуникационной сети, в том числе на страницах принадлежащего Оператору сайта в информационно-телекоммуникационной сети Интернет, с использованием которых осуществляется сбор персональных данных, настоящее Положение и сведения о реализуемых требованиях к защите персональных данных, а также обеспечить возможность доступа к настоящему Положению с использованием средств соответствующей информационно-телекоммуникационной сети.

2.15. Оператор обязан представить документы и локальные акты, указанные в [ч. 1 ст. 18.1](https://login.consultant.ru/link/?req=doc&base=LAW&n=482686&date=08.04.2025&dst=100358&field=134) Федерального закона от 27.07.2006 № 152-ФЗ "О персональных данных", и (или) иным образом подтвердить принятие мер, указанных в [ч. 1 ст. 18.1](https://login.consultant.ru/link/?req=doc&base=LAW&n=482686&date=08.04.2025&dst=100358&field=134) Федерального закона от 27.07.2006 № 152-ФЗ "О персональных данных", по запросу уполномоченного органа по защите прав субъектов персональных данных в течение 15 (пятнадцати) рабочих дней.

2.16. Условия обработки персональных данных Оператором (ст. 6 Федерального закона от 27.07.2006 № 152-ФЗ "О персональных данных"**)**:

- обработка персональных данных осуществляется с согласия субъекта персональных данных на обработку его персональных данных;

2.17. Оператор на основании договора может поручить обработку персональных данных третьему лицу. Существенным условием такого договора является наличие права у данного лица на обработку персональных данных, обязанность соблюдать принципы и правила обработки персональных данных, предусмотренные Федеральным [законом](https://login.consultant.ru/link/?req=doc&base=LAW&n=482686&date=08.04.2025) от 27.07.2006 № 152-ФЗ "О персональных данных", соблюдать конфиденциальность персональных данных, принимать необходимые меры, направленные на обеспечение выполнения обязанностей, предусмотренных Федеральным [законом](https://login.consultant.ru/link/?req=doc&base=LAW&n=482686&date=08.04.2025) от 27.07.2006 № 152-ФЗ "О персональных данных".

2.18. Хранение персональных данных осуществляется в порядке, предусмотренном Положением о хранении персональных данных у Оператора.

2.19. Взаимодействие с федеральными органами исполнительной власти по вопросам обработки и защиты персональных данных субъектов, персональные данные которых обрабатываются Оператором, осуществляется в рамках законодательства Российской Федерации.

2.20. Перечень обрабатываемых персональных данных включают: фамилия, имя, отчество, номер телефона, адрес электронной почты, ИНН, расчетный и корреспондентский счета банка, наименование банка, БИК банка.

**3. Структурные подразделения Оператора**

**по обработке персональных данных**

3.1. Обработку персональных данных организует Оператор лично или ответственный по направлению.

3.2. Ответственный по направлению находится в непосредственном подчинении Оператора.

3.3. Ответственный по направлению:

1) доводит до сведения работников Оператора положения законодательства Российской Федерации о персональных данных, локальных актов по вопросам обработки персональных данных, требований к защите персональных данных;

2) организует обработку персональных данных;

3) организует прием и обработку обращений и запросов субъектов персональных данных или их представителей.

3.4. Контроль за исполнением сотрудниками Оператора требований законодательства Российской Федерации и положений локальных нормативных актов Оператора при обработке персональных данных возложен на Оператора.

3.4. Обеспечение безопасности персональных данных, обрабатываемых в информационных системах Оператора, достигается путем исключения несанкционированного, в том числе случайного, доступа к персональным данным, а также принятия следующих мер по обеспечению безопасности:

- определение актуальных угроз безопасности персональных данных и информационных технологий, используемых в информационных системах;

- применение организационных и технических мер по обеспечению безопасности персональных данных при их обработке в информационных системах Оператора, необходимых для выполнения требований к защите персональных данных;

- применение прошедших в установленном порядке процедуру оценки соответствия средств защиты информации;

- применение для уничтожения персональных данных, прошедших в установленном порядке процедуру оценки соответствия средств защиты информации, в составе которых реализована функция уничтожения информации;

- оценка эффективности принимаемых мер по обеспечению безопасности персональных данных до ввода в эксплуатацию информационной системы;

- учет машинных носителей персональных данных;

- обеспечение работоспособного функционирования компьютерной техники с персональными данными в соответствии с эксплуатационной и технической документацией компьютерной техники и с учетом технических требований информационных систем и средств защиты информации;

- обнаружение и регистрация фактов несанкционированного доступа к персональным данным, несанкционированной повторной и дополнительной записи информации после ее извлечения из информационной системы персональных данных и принятие мер;

- восстановление персональных данных, модифицированных или удаленных, уничтоженных вследствие несанкционированного доступа к ним;

- установление правил доступа к персональным данным, обрабатываемым в информационных системах Оператора, а также обеспечение регистрации и учета всех действий, совершаемых с персональными данными в информационных системах Оператора;

- контроль за принимаемыми мерами по обеспечению безопасности персональных данных и уровней защищенности информационных систем.

3.5. Оператор или ответственный по направлению обеспечивают:

- своевременное обнаружение фактов несанкционированного доступа к персональным данным;

- недопущение воздействия на технические средства автоматизированной обработки персональных данных, в результате которого может быть нарушено их функционирование;

- восстановление персональных данных, модифицированных или уничтоженных вследствие несанкционированного доступа к ним;

- постоянный контроль за обеспечением уровня защищенности персональных данных;

- соблюдение условий использования средств защиты информации, предусмотренных эксплуатационной и технической документацией;

- учет применяемых средств защиты информации, эксплуатационной и технической документации к ним, носителей персональных данных;

- при обнаружении нарушений порядка предоставления персональных данных незамедлительное приостановление предоставления персональных данных пользователям информационной системы до выявления причин нарушений и устранения этих причин;

- разбирательство и составление заключений по фактам несоблюдения условий хранения материальных носителей персональных данных, использования средств защиты информации, которые могут привести к нарушению конфиденциальности персональных данных или другим нарушениям, приводящим к снижению уровня защищенности персональных данных, разработка и принятие мер по предотвращению возможных опасных последствий подобных нарушений.

3.6. Оператор или ответственный по направлению принимают все необходимые меры по восстановлению персональных данных, модифицированных или удаленных, уничтоженных вследствие несанкционированного доступа к ним.

3.7. Обмен персональными данными при их обработке в информационных системах Оператора осуществляется по каналам связи, защита которых обеспечивается путем реализации соответствующих организационных мер и путем применения программных и технических средств.

3.8. Доступ сотрудников Оператора к персональным данным, находящимся в информационных системах Оператора, предусматривает обязательное прохождение процедуры идентификации и аутентификации.

3.9. В случае выявления нарушений порядка обработки персональных данных в информационных системах Оператора, незамедлительно принимаются все необходимые меры по установлению причин нарушений и их устранению.

**4. Порядок обеспечения Оператором прав субъекта**

**персональных данных**

4.1. Субъекты персональных данных или их представители обладают правами, предусмотренными Федеральным [законом](https://login.consultant.ru/link/?req=doc&base=LAW&n=482686&date=08.04.2025) от 27.07.2006 № 152-ФЗ "О персональных данных" и другими нормативно-правовыми актами, регламентирующими обработку персональных данных.

4.2. Оператор обеспечивает права субъектов персональных данных в порядке, установленном [гл. 3](https://login.consultant.ru/link/?req=doc&base=LAW&n=482686&date=08.04.2025&dst=100109&field=134) и [4](https://login.consultant.ru/link/?req=doc&base=LAW&n=482686&date=08.04.2025&dst=100136&field=134) Федерального закона от 27.07.2006 № 152-ФЗ "О персональных данных".

4.3. Полномочия представителя на представление интересов каждого субъекта персональных данных подтверждаются доверенностью, оформленной в порядке [ст. ст. 185](https://login.consultant.ru/link/?req=doc&base=LAW&n=482692&date=08.04.2025&dst=465&field=134) и [185.1](https://login.consultant.ru/link/?req=doc&base=LAW&n=482692&date=08.04.2025&dst=473&field=134) Гражданского кодекса Российской Федерации, [ч. 2 ст. 53](https://login.consultant.ru/link/?req=doc&base=LAW&n=495132&date=08.04.2025&dst=801&field=134) Гражданского процессуального кодекса Российской Федерации или удостоверенной нотариально согласно [ст. 59](https://login.consultant.ru/link/?req=doc&base=LAW&n=483243&date=08.04.2025&dst=100295&field=134) Основ законодательства Российской Федерации о нотариате (утв. Верховным Советом Российской Федерации 11.02.1993 № 4462-1). Копия доверенности представителя хранится Оператором не менее трех лет, а в случае, если срок хранения персональных данных больше трех лет, - не менее срока хранения персональных данных.

4.4. Сведения, указанные в [ч. 7 ст. 14](https://login.consultant.ru/link/?req=doc&base=LAW&n=482686&date=08.04.2025&dst=100324&field=134) Федерального закона от 27.07.2006 № 152-ФЗ "О персональных данных", предоставляются субъекту персональных данных Оператором в доступной форме без персональных данных, относящихся к другим субъектам персональных данных, за исключением случаев, если имеются законные основания для раскрытия таких персональных данных, в электронном виде. По требованию субъекта персональных данных они могут быть продублированы на бумаге.

4.5. Сведения, указанные в [ч. 7 ст. 14](https://login.consultant.ru/link/?req=doc&base=LAW&n=482686&date=08.04.2025&dst=100324&field=134) Федерального закона от 27.07.2006 № 152-ФЗ "О персональных данных", предоставляются субъекту персональных данных или его представителю в течение 10 (десяти) рабочих дней с момента обращения либо получения Оператором запроса субъекта персональных данных или его представителя.

Указанный срок может быть продлен, но не более чем на 5 (пять) рабочих дней в случае направления Оператором в адрес субъекта персональных данных мотивированного уведомления с указанием причин продления срока предоставления запрашиваемой информации. Запрос должен содержать номер основного документа, удостоверяющего личность субъекта персональных данных или его представителя, сведения о дате выдачи указанного документа и выдавшем его органе, сведения, подтверждающие участие субъекта персональных данных в отношениях с Оператором (номер договора, дата заключения договора, условное словесное обозначение и (или) иные сведения), либо сведения, иным образом подтверждающие факт обработки персональных данных Оператором, подпись субъекта персональных данных или его представителя. Запрос может быть направлен в форме электронного документа и подписан электронной подписью в соответствии с законодательством Российской Федерации. Оператор предоставляет сведения, указанные в [ч. 7 ст. 14](https://login.consultant.ru/link/?req=doc&base=LAW&n=482686&date=08.04.2025&dst=100324&field=134) Федерального закона от 27.07.2006 № 152-ФЗ "О персональных данных", субъекту персональных данных или его представителю в той форме, в которой направлены соответствующие обращение либо запрос, если иное не указано в обращении или запросе.

4.6. Право субъекта персональных данных на доступ к его персональным данным может быть ограничено в соответствии с федеральными законами.

4.7. Оператор обязан немедленно прекратить по требованию субъекта персональных данных обработку его персональных данных, указанную в [ч. 1 ст. 15](https://login.consultant.ru/link/?req=doc&base=LAW&n=482686&date=08.04.2025&dst=100126&field=134) Федерального закона от 27.07.2006 № 152-ФЗ "О персональных данных".

4.8. Решение, порождающее юридические последствия в отношении субъекта персональных данных или иным образом затрагивающее его права и законные интересы, может быть принято на основании исключительно автоматизированной обработки его персональных данных только при наличии согласия в письменной форме субъекта персональных данных или в случаях, предусмотренных федеральными законами Российской Федерации, устанавливающими также меры по обеспечению соблюдения прав и законных интересов субъекта персональных данных.

4.9. Оператор обязан устно, а по письменному требованию субъекта персональных данных или его представителя - письменно, разъяснить субъекту персональных данных порядок принятия решения на основании исключительно автоматизированной обработки его персональных данных и возможные юридические последствия такого решения, предоставить возможность заявить возражение против такого решения, а также разъяснить порядок защиты субъектом персональных данных своих прав и законных интересов.

4.9.1. Текст устного разъяснения Оператор составляет в письменном виде до начала автоматизированной обработки персональных данных и хранит не менее 3 (трех) лет.

4.9.2. В случае автоматизированной обработки персональных данных различными способами разъяснение готовится отдельно для каждого способа.

4.10. Оператор обязан рассмотреть возражение, указанное в [ч. 3 ст. 16](https://login.consultant.ru/link/?req=doc&base=LAW&n=482686&date=08.04.2025&dst=100131&field=134) Федерального закона от 27.07.2006 № 152-ФЗ "О персональных данных", в течение 30 (тридцати) дней со дня его получения и уведомить субъекта персональных данных о результатах рассмотрения такого возражения.

4.11. Оператор обязан предоставить безвозмездно субъекту персональных данных или его представителю возможность ознакомления с персональными данными, относящимися к этому субъекту персональных данных, по месту своего расположения в рабочее время.

4.12. Оператор в течение 10 (десяти) дней с момента исправления или уничтожения персональных данных по требованию субъекта персональных данных или его представителя обязан уведомить его о внесенных изменениях и предпринятых мерах и принять разумные меры для уведомления третьих лиц, которым персональные данные этого субъекта были переданы.

Формы уведомлений, предусмотренных [ч. 1](https://login.consultant.ru/link/?req=doc&base=LAW&n=482686&date=08.04.2025&dst=100162&field=134), [4.1](https://login.consultant.ru/link/?req=doc&base=LAW&n=482686&date=08.04.2025&dst=94&field=134) и [7 ст. 22](https://login.consultant.ru/link/?req=doc&base=LAW&n=482686&date=08.04.2025&dst=100414&field=134) Федерального закона от 27.07.2006 № 152-ФЗ "О персональных данных", устанавливаются уполномоченным органом по защите прав субъектов персональных данных.

4.13. При трансграничной передаче персональных данных их перевод на другие языки осуществляется в порядке, согласованном Оператором с иностранным контрагентом.

**5. Порядок обработки персональных данных**

5.1. Цель обработки персональных данных определяет Оператор. Цель обработки персональных данных утверждается настоящим положением и другими внутренними документами Оператора.

5.2. На основании заданной цели оператор определяет задачи, сроки, способы и условия обработки персональных данных, перечень причастных и ответственных лиц (ответственных по направлению). Такие задачи, сроки, способы, условия, лица утверждаются распоряжением Оператора.

5.3. Оператор или ответственный по направлению обязаны:

- организовывать принятие правовых, организационных и технических мер для обеспечения защиты персональных данных, от неправомерного или случайного доступа к ним, уничтожения, изменения, блокирования, копирования, предоставления, распространения персональных данных, а также от иных неправомерных действий в отношении персональных данных;

- осуществлять внутренний контроль за соблюдением его подчиненными требований законодательства Российской Федерации в области персональных данных, в том числе требований к защите персональных данных;

- доводить до сведения подчиненных сотрудников положения законодательства Российской Федерации в области персональных данных, локальных актов по вопросам обработки ПД, требований к защите персональных данных;

- организовать прием и обработку обращений и запросов субъектов персональных данных или их представителей, а также осуществлять контроль за приемом и обработкой таких обращений и запросов;

- в случае нарушения требований к защите персональных данных принимать необходимые меры по восстановлению нарушенных прав субъектов персональных данных.

5.4. В соответствии с поставленными целями и задачами накопление, хранение, уточнение (обновление, изменение) персональных данных осуществляются в порядке, установленном Положением о хранении персональных данных.

5.5. В соответствии с поставленными целями и задачами извлечение, использование, передача (распространение, предоставление, доступ) персональных данных осуществляются только Оператором или ответственным по направлению.

5.6. Обезличивание, блокирование, удаление, уничтожение персональных данных осуществляются только Оператором или ответственным по направлению.

**6. Контроль, ответственность за нарушение**

**или неисполнение положения**

6.1. Контроль за исполнением Положения возложен на Оператора.

6.2. Лица, нарушающие или не исполняющие требования Положения, привлекаются к дисциплинарной, административной ([ст. ст. 5.39](https://login.consultant.ru/link/?req=doc&base=LAW&n=483238&date=08.04.2025&dst=2057&field=134), [13.11](https://login.consultant.ru/link/?req=doc&base=LAW&n=483238&date=08.04.2025&dst=101137&field=134) - [13.14](https://login.consultant.ru/link/?req=doc&base=LAW&n=483238&date=08.04.2025&dst=101154&field=134), [19.7](https://login.consultant.ru/link/?req=doc&base=LAW&n=483238&date=08.04.2025&dst=101624&field=134) Кодекса Российской Федерации об административных правонарушениях) или уголовной ответственности ([ст. ст. 137](https://login.consultant.ru/link/?req=doc&base=LAW&n=500185&date=08.04.2025&dst=100774&field=134), [140](https://login.consultant.ru/link/?req=doc&base=LAW&n=500185&date=08.04.2025&dst=100794&field=134), [272](https://login.consultant.ru/link/?req=doc&base=LAW&n=500185&date=08.04.2025&dst=969&field=134), [272.1](https://login.consultant.ru/link/?req=doc&base=LAW&n=500185&date=08.04.2025&dst=3306&field=134), [274](https://login.consultant.ru/link/?req=doc&base=LAW&n=500185&date=08.04.2025&dst=987&field=134) Уголовного кодекса Российской Федерации).

6.3. Ответственный по направлению несет персональную ответственность.